Level 1 Antiterrorism Awareness Training
About This Training

• Designed to increase awareness of terrorism and improve ability to apply personal protective measures.

• Meets the annual requirement for Level I Antiterrorism training prescribed by DoDI 2000.16.
Learning Objectives

• Understand the terrorist threat.
• Understand how to lower your vulnerability.
• Proper responses to situation based terrorist threat actions.
• Understand Base security measures.
Lesson Map

Introduction → Scenario → Discussion Questions
DoD Definition of Terrorism

“The calculated use of unlawful violence or threat of unlawful violence to inculcate fear; intended to coerce or intimidate governments or societies in the pursuit of goals that are generally political, religious, or ideological.”
What do Terrorists Look Like?

- Terrorists don’t have a ‘specific’ appearance.
- Any organization can use terrorism to achieve its goals.
- Criminal actions separate ‘terrorists’ from legitimate groups.

PLO Terrorists
TAKE YOUR PICK

AFRICA

OKLAHOMA
USA

CHECHNA

RAMALLA, PALESTINE
1ST FEMALE BOMBER
Jan 2002
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SUSPICIOUS ACTIVITY

SURVEILLANCE
SUSPICIOUS QUESTIONING
TESTS OF SECURITY
ACQUIRING SUPPLIES
SUSPICIOUS PERSONS
DRY RUNS
DEPLOYING ASSETS

ID’s
"THE KEY IS PUBLIC AWARENESS"
AMAZING REALITY:

IN ISRAEL:

- Over 70% of terrorist operations are STOPPED!
- Young and old are part of a Nation-wide Awareness Program
- Every incident is taken seriously and thoroughly investigated
Target Selection

Victim by Location

Victim by Association

Victim by Opportunity
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Target Identification

- Large, Vulnerable Groups
- Name
- Appearance of Importance

Introduction
DOD Terrorism Threat Levels

Consider a terrorist group’s:
- Operational capability
- Activities
- Intentions
- Environment

Increasing Threat

High
Significant
Moderate
Low
Force Protection Conditions

Sample protective measures:

- Gate guards
- Barriers
- ID checks
- Vehicle inspections
- Patrols
- Plan rehearsals

Increasing Protection

Delta
Charlie
Bravo
Alpha
Normal
FPCON Normal

- When there is a general global threat of possible terrorist activity, but it warrants only a routine security posture
  - A terrorist attack is always possible
  - Best information available offers no indication of probable attack

Expect to see a routine security posture
FP CON Alpha

- When there is a general threat of possible terrorist activity, the nature and extent of which are unpredictable, against personnel and facilities
  - General conditions suggest possible violence
  - Nothing indicates that this installation is targeted
  - Must be capable of being maintained indefinitely

Expect random vehicle checks and increased crime prevention efforts
FPCON Bravo

- When an increased and more predictable terrorist threat activity exists
  - Specific information suggests probable violence
  - Nothing indicates that this installation is targeted
  - Extra precaution is appropriate to deter terrorist planning
  - Must be capable of being maintained for weeks without hardship

Expect to see closer inspection of vehicles and deliveries, ID checks, and a greater presence of guards on your installation.
FPCON Charlie

- When an incident occurs or when intelligence indicates that some form of terrorist targeting against personnel and facilities is imminent
  - Evidence of terrorist attack planning, such as terrorist surveillance or reports from local sources
  - Strong protective measures are required, but the unit must continue its regular mission activities
  - Implemented for a short time

Expect rigorous efforts to inspect vehicles and facilities (CDC, Base Quarters, Pay)
FPCON Delta

• When a terrorist attack has occurred or intelligence indicates imminent terrorist action against a specific location
  – Normally, FPCON Delta is used as a localized warning
  – The installation moves to a high state of alert, and implements mandatory security measures
  – Commanders encouraged to supplement mandatory security measures

Additional security measures delay and interrupt normal routines
Random Antiterrorism Measures

Force Protection Condition Normal

plus random antiterrorism measures

<table>
<thead>
<tr>
<th>day</th>
<th>Monday</th>
<th>Tuesday</th>
<th>Wednesday</th>
<th>Thursday</th>
<th>Friday</th>
<th>Saturday</th>
<th>Sun</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Random vehicle inspections</td>
<td>ID checks</td>
<td>Roll out quick-reaction force</td>
<td>ID checks</td>
<td>Close gate, place barriers</td>
<td>Random vehicle inspections</td>
<td></td>
</tr>
</tbody>
</table>
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Department of Homeland Security Advisory System

- SCHOOLS
- TRANSPORTATION
- POPULATED AREAS
- WATER SOURCES
- POWER SUPPLY
- CYBER / COMPUTER
- FINANCIAL CENTERS
- HISTORICAL
- GOVERNMENT / DoD
Taking Public Transportation

– Have a plan and move from one secure location to the next.
– Travel in small groups, in secure well-lit public areas.
– Change times and routes.
– Lock your compartment door.
Antiterrorism Safety

While traveling, keep good antiterrorism practices in mind!

– Don’t travel alone.
– Conceal your Identification.
– Conform to local culture.
– Do not bring attention to yourself.
– Be aware of suspicious behavior.
Antiterrorism Safety (cont)

Be prudent, be a hard target, and report suspicious activity!

– Avoid public disturbances and political demonstrations.

– Avoid religious sites where your presence may be offensive.
Responding to an attack!

- CHEMICAL
- BIOLOGICAL
- NUCLEAR / RADIOLOGICAL
Responding to a Chemical Weapons Attacks

If you feel you have been exposed to chemical agents...
...you should

- Move upwind in an area with good ventilation.
- Move to a higher elevation.
- Cover as much of your body as possible.
- Wash areas in contact with chemical agents with warm soapy water.
- Seek medical attention.
- Know your local plans for responding to these threats.
Responding to a Biological Weapons Attack

If you feel you have been exposed to biological agents...
...you should

• Quickly get away and warn others of the threat.
• Protect yourself and cover your mouth and nose.
• Wash areas that came into contact with the substance with soap and water.
• Contact authorities.
• Seek medical attention.
Responding to a Nuclear / Radiological Weapons Attack

If you feel you have been exposed to a nuclear / radiological weapons attach...
...you should

- Determine whether to leave the area or take shelter in a building.
- Cover your nose and mouth.
- In a building, close all doors and windows, and turn off heating, ventilation, and air conditioning.
- In a nuclear attack, stay on the first floor or go to the basement.
- If exposed to radioactive materials, take your clothes off and wash as soon as possible.
- Monitor news broadcasts and follow instructions.
BOMB THREAT!
TELEPHONIC BOMB THREAT

- STAY CALM! IMPLEMENT BOMB THREAT CHECKLIST.

- NOTIFY FELLOW WORKERS TO CALL 911 ON ANOTHER PHONE TO REPORT THE INCIDENT. 911 DISPATCH WILL CALL TELEPHONE REPAIR TO INITIATE A PHONE TRACE ON THE BOMB THREAT LINE.

- EVACUATE BUILDING OR AREA THREATENED.
CALL TRACE PROCEDURES

• WHEN THE CALLER HANGS UP, **DO NOT** HANG UP PHONE! “**HOOK FLASH**” YOUR PHONE AND DIAL *57 TO ACTIVATE TRACE THROUGH TELEPHONE REPAIR.

• **DO NOT USE THAT PHONE LINE AGAIN!** USE ANOTHER LINE AND CALL **911** AND ASK FOR THE PMO DESK SGT TO ENSURE CALL TRACE WAS ACTIVATED AND TO REPORT BOMB THREAT CALL.
SUSPICIOUS PACKAGES / OBJECTS

• DO NOT move, jar or touch a suspicious package / object or anything attached to it.
• Call 911! Report the location, with an accurate description of the object.
• Evacuate the building or area.
• If you can see the bomb, the bomb can see you, and could cause injury.
!! SUSPICIOUS PACKAGES !!
IF SUSPICIOUS – DO NOT OPEN

NO Return Address or Unknown Sender.

- Overseas Postal Markings or Stamps
- Contents are **unusual** or **suspicious**!
- Powdery substance or grease marks on the box or envelope

**NO ‘RETURN’ ADDRESS**

**OVERSEAS POSTAGE MARK**

**MISPELLED COMMON WORDS OR NAMES**
Suspicious Package at Base
Post Office

Nellis AFB, NV
29 Sep 2005
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Airplane Hijacking

Ideas for immediate response:

• Be alert, remain calm.
• Hide your ID.
• Encourage others to remain calm.
• Try to understand the developing situation.
Protecting Personal Information and Property

- Shred all paper trash with personal information (SSN, Financial info).
- Discard all electronic media (Thumb drives, CDs) in a matter not to be observed or reproduced.
- ‘Always’ leave your computer and your vehicles locked and secured.
- Maintain your CAC card on your possession when not in use.
SCENARIO

WHAT WOULD YOU DO!?
You have been directed to go to Washington, DC for a conference!

- Air travel
- Ground travel
- Hotel security
- Vehicle bomb
- Government facility
- Hostage survival
- Returning home

You will encounter situations pertaining to all of the following.
Antiterrorism Themes

- Be Anonymous
- Plan Ahead
- Be Aware
- Control Access
- Be Unpredictable
- Be a Team Player

- Blend in, don’t be an easy target
- Think ahead and choose safer options
- Look for suspicious persons / activities
- Prevent crime, maintain security
- Change routines
- Cooperate with authorities
Packing for the Trip

Civilian Scenario
What should you pack?

1) Wear a polo shirt and windbreaker displaying your DoD agency emblem; pack a suitcase with a big military sticker.

2) You wear a military flight jacket, and pack a duffel bag.

3) Wear casual clothing, giving the appearance to blend in with the local population; pack a plain suitcase with covered nametags.
Choosing a Seat

What seat would you choose?
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Moving Through the Airport Terminal

There is a commotion at the security gate...
...what should you do?

1) Show your DoD ID, take control, and try to calm the people down.

2) Wait and allow security personnel to handle it. Leave if situation worsens.

3) Tell them to hurry up because you have a plane to catch.
Airplane Hijacking

The plane has been hijacked…
...what do you do?

1. Show your ID, take charge of the situation and yell out your demands.

2. Do not encourage others to remain calm, the more confusion the better.

3. Be alert, remain calm and encourage others to do the same. Hide your ID.

4. Hide in the bathroom.
The hijacking situation has been resolved, you are talking with local authorities...
...what should you do?

1) You saw and heard nothing, tell them to leave you alone.

2) Cooperate and provide your contact information, with an account of events.

3) Tell them to contact your boss or the US Government.
You are deciding which car to rent, you wisely decided not to rent the red sports car...
…which car should you choose?

1) An older model car from a discount car rental company.

2) A new, oversized SUV.

3) A recent model, medium-size, sedan.
Taking a Taxi

If you need to take a taxi during your trip...
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…what are some important factors to consider when using a taxi?

1) Take the taxi recommended by the airport staff.

2) Take the best offer to save as much money as possible.

3) Look for the distinctive markings of a legitimate taxi company (logos, color, vehicle type).
Inspecting Your Vehicle

You know you should inspect and familiarize yourself with your rental car...
...when do you inspect your rental vehicle?

1) Prior to leaving the rental car parking lot and every time the vehicle is left in an unsecured location.

2) After you have driven the car and the car is parked in an unsecured location.

3) At the earliest convenient time.
Driving Under Surveillance

You suspect that you are being tailed – you know that you should not try to outrun the other vehicle…
...what should you do?

1) Drive at normal speed to a public location or authorities, avoiding chokepoints and getting boxed in.

2) Slow down and let the truck pass, make eye contact with driver, get a description of the driver.

3) Turn off onto a side street and park in an alley to lose the pursuer.

4) Speed away as fast as you can.
SCENARIO

HOTEL SECURITY
Choosing a Room

You are checked into the hotel – your room is on the first floor but you have the option to change...
...what room should you choose?

1. Keep exterior first floor room.

2. Trade for one on the 4th floor, near a fire exit, that opens to the hotel interior.

3. Trade for one on the 4th floor, near the elevators, that opens to the exterior of the hotel.

4. Trade for one on the 12th floor, near the elevators, that opens to interior of the hotel.
Inspecting Your Room

You are in your hotel room…
...what should you check?

1) Operational locks on doors, balcony, and windows. Ensure phone works and that you know how to place emergency calls.

2) Operational locks on doors and windows. Ensure television and telephone work.

3) Operational locks on the door. Ensure the television works. Look for a lock box and mini-bar in the room. Also, ensure phone works.
Dining Out

A stranger starts asking you questions about your work...
...how should you respond?

1) Don’t say anything! Just eat your food and ignore the stranger.

2) Engage in some conversation, but do not talk about anything personal or about your purpose.

3) Have a few drinks and tell them anything they want to know.

4) All of the above
You are heading back to your room and notice a suspicious stranger from dinner in the lobby…
...how should you proceed?

1) Approach stranger and let them know that you are alert to their behavior.

2) Avoid the individual completely. Yell and run to your room!

3) Report them to the front desk or management; take an indirect route back to your room; inform authorities with a description.
A **known** security guard enters your area and tells you to evacuate the building...
...what do you do?

1) Quickly secure personal information, and exit down the rear staircase.

2) Ask the security guard for an explanation before complying.

3) Wait and see what other people do, it might be a false alarm or just a drill.

4) All of the above.
SCENARIO

Vehicle
Improvised
Explosive Device
Finding a Suspicious Package

You are inspecting your car and find a suspicious package…
...what should you do?

1) Carefully remove the box and call the police to confiscate it.

2) Evacuate the area; tell the hotel staff there is an unidentified package under your vehicle and have them contact the authorities.

3) Perform a careful inspection of the box, looking for protruding wires, no return address, and oil spots.
Government Facility
Approaching the Gate

Security appears tight…
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...what do you do?

1) You show your irritation to the guard for being delayed, while you scramble for ID.

2) Get out of your car and direct traffic, to help speed up procedures at the gate.

3) Stay in your car, provide ID for all occupants, and cooperate with guard instructions. Remain alert for suspicious activities.
Detecting Surveillance

A suspicious man at the bus stop seems to be watching the base...
...what do you do?

1) Carefully get out of line and drive away from the base, passing the stranger and getting a thorough description for the security forces.

2) Tell the security guard what you have seen and provide a description of the individual.

3) Do nothing; he is probably waiting for another bus.
You are at the conference facility and notice a door propped open with a box…
...what do you do?

1) Remove the box, then point out the security violation to one of the conference managers.

2) Stay near by and keep an eye on the door yourself.

3) Point out the security violation to one of the conference managers or security.
Hostage Survival!

SCENARIO
Receiving a Delivery at Your Hotel Room!

There is a knock at your door from a hotel employee who has a package for you...
...how should you respond?

1) Tell him to leave it outside your door and you will get it later.

2) Open the door and tell the person to wait, call the front desk to confirm the identity of the sender and delivery.

3) Tell him to leave it at the front desk and you will get it later. Then call the front desk to confirm the package sender and addressee. If not urgent, get it in the morning.
Responding to a Threat

Before you can respond, two men have entered your unlocked door pointing a gun...
...how do you respond?

1) Since you are faced with deadly force, do not resist as the intruders search your room and belongings.

2) Try to catch one of them off guard and hit him with something, then run out the door.

3) Grapple with one of the intruders for control of his weapon.
Returning Home / Work
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Suspicious Activity

While at work you notice a person displaying suspicious activity...
...what should you do?

1) Ask what he or she is doing.

2) Personally escort him/her from the facility immediately.

3) Make a thorough list of his/her activities and report them to security or your supervisor immediately.
Suspicious Package

You find a package in the mailroom marked “Personel for the Commander”…
...you know you should not open it, but what do you do?

1) Without opening the package, thoroughly examine it looking for oily spots on the outside and protruding wires.

2) Destroy the package immediately by immersing it in water.

3) Leave the package alone, isolate the room, and notify security personnel.
How would you protect your personal information and property!? 

1. Personally wad up your trash and throw it away.

2. Take out your own trash and discard electronic media in water.

3. Shred all paper trash with personal information and discard all electronic media in a matter not to be observed or reproduced; leave your computer and your vehicles locked.
SUMMARY

DISCUSSION

QUESTIONS
To help combat terrorism, you should do which of these?

a) Always back in to a parking space, so you can make a fast exit.

b) Be a team player, plan ahead, keep a low profile, and change your routines.

c) Do the same routine everyday, so you will know when something looks out of place or suspicious.

d) All of the above.
What measures can you expect to encounter at FPCON ALPHA?

a) Inspection of vehicles and deliveries, ID checks, and more guards.

b) Random vehicle checks and increased crime prevention efforts.

c) Rigorous inspection of vehicles and facilities, participation in special guard duties.
Which FPCON is used when a terrorist attack has occurred?

1. Alpha
2. Bravo
3. Charlie
4. Delta
Which is NOT one of the six Antiterrorism themes?

1. Plan ahead
2. Be unpredictable
3. Control access (ID, CAC)
4. Identify and Track potential terrorists
Which will do the most to reduce your vulnerability to terrorism?

a) Avoid locations terrorists might target, stay in large groups, be anonymous.

b) Be alert, avoid the appearance of importance, blend in with the local population.

c) Use a cell phone, avoid locations terrorists might target, and display your identification.
How can YOU protect yourself and your family from a Terrorist Attack?

a) If a situation appears suspicious, leave the scene.

b) Don’t become complacent; never let your guard down, be aware of your surroundings.

c) Avoid crowded areas, especially in large cities; avoid public transportation during heavy commuting times.

d) All of the above.
When traveling abroad what should you do?

a) Check luggage at curbside check-in at airports.

b) Advertise your corporate affiliation or name title on luggage or other items.

c) Don’t travel alone, conceal your ID, and blend in with the local population.

d) Advertise that you’re an American by speaking loudly, holding up maps, exchanging currency at airports and showing the American Flag.
CONCLUSION

Be prudent and aware of your surroundings, be a hard target, report suspicious activity and if the situation worsens, leave the scene!

Emergency Dispatch:

911
“You Are Our Greatest Asset!”
Congratulations!
You have completed your 2013/2014 Anti-terrorism Level 1 Training

Complete the form below, print this page and return to Human Resources.

__________________________  __________________________
Print Name & Date            Command/Office

__________________________  __________________________
Signature                    Supervisor Signature